






�ž�8���Ì�è�è�ó�`�`���ˆ�8�l�Z���Ì�è�è�8�l�0�g�¸���ˆ�8�l��
�/�l�`�g���W�Z�8�•�ó���g���Ì�g���ˆ�8�l���Ì�Z�ó���‚���8��
you say you are.  
You can prove this in three ways or using 
three factors: 

1.  using something only you know 
(your password or PIN code)),

2.  using something that only you have (a 
code that is sent to your phone or an 
authentication app),

3.  using your own body (our � ngerprint, 
face, iris, etc.).

Typically, you only use one of these 
factors, usually a password, to prove who 
you are, but it's better to use two or more 
factors: this is called two- or multi-factor 
authentication (2FA or MFA). For example, 
you use a password and have a code sent 
to your mobile phone, or you use your 
� ngerprint and use an App to gain access.
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Not sure how to implement two-step 
veri� cation on your accounts? The 
most commonly used services offer 
some form of two -step veri� cation 
and have a short instruction page. 
More information on
safeonweb.be/2FA.

simple fast extremely 
secure
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